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Eyvris s.r.o. Data Protection & GDPR Statement 

Last updated: 10 February 2026 

 

Eyveris respects your privacy and processes personal data in accordance with the EU General Data 
Protection Regulation (GDPR). 

1. Who we are 

Eyveris is the data controller for personal data collected through this website and through business 
communication. 

Contact: 

 

contact@eyveris.com 
 
Eyveris s.r.o 
Dolejškova 2155/3 
Prague, CZ-18200 

2. What data we collect 

We may process: 

• Name, email address, phone number 
• Organization and professional role 
• Messages sent via email or contact form 
• Basic technical website data (e.g. IP address, browser type) for security purposes 
• Recruitment data if you apply for a position 

We do not intentionally collect sensitive personal data. 

3. Why we process your data 

We process personal data to: 

• Respond to inquiries 
• Communicate with partners and customers 
• Manage contracts and business relationships 
• Ensure website security 
• Comply with legal obligations 
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4. Legal basis 

We process data based on: 

• Legitimate interest (business communication and website security) 
• Contract or pre-contractual steps 
• Legal obligations 
• Consent (where required) 

5. Data sharing 

We do not sell personal data. 

Data may be shared with trusted service providers (e.g. hosting or IT providers) or public authorities when 
required by law. 

6. Data retention 

We retain personal data only as long as necessary for the purposes above or as required by law. 

7. Your rights 

Under GDPR, you have the right to: 

• Access your data 
• Request correction or deletion 
• Restrict or object to processing 
• Withdraw consent (where applicable) 

To exercise your rights, contact us using the email above. 

You also have the right to lodge a complaint with your national data protection authority. 

8. Security 

Eyveris applies appropriate technical and organizational measures to protect personal data. 

 


